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related to any stored private user data?
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Unintentional (U)
Colluding (L)

Occurs when multiple trusted parties collude to gain
capabilities beyond what the user intended each to have.
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Conclusion



What capabilities are we entrusting
to third parties?

How can this trust be violated?

Can we reduce the degree
of required trust?

Can we reduce the likelihood
of trust violations?
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